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Understanding quantum systems (e.g., single atoms or electrons) is hard.
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“trying to find a computer simulation of physics seems to me to be an excellent program to follow out (...) nature is not classical, dammit, and if you want to make a simulation of nature, you would better make it quantum mechanical, and by golly it is a wonderful problem, because it does not look so easy”
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Information processing based on quantum physics:
Quantum Information Science
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Hardware based (direct) applications

- Quantum sensing, quantum clocks, quantum annealing, analogue quantum simulations, etc.

- Fully programmable quantum computer requires: Quantum Software
### Main motivation

We can do things that we do not know how to do using only (future) classical technology.
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---

Quantum algorithm

for prime factorization breaks RSA public key cryptosystem – that is, virtually any encryption scheme in use today!

Shor's algorithm for prime factorization '94

(Wikimedia commons)
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  - *Quantum-safe cryptography* studies how to protect from adversaries with access to quantum technologies.
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Quantum communication using quantum repeaters for networks leading to the *quantum internet*.

Our work

Mathematical aspects of quantum cryptography & quantum communication.
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Thank you for your attention, Q&A time.